|  |  |  |
| --- | --- | --- |
|  | **Nomina Responsabile Esterno del trattamento**(ai sensi e per gli effetti dell’art. 28 del Reg. UE n.679/16 e del D.lgs. 30 giugno 2003, n.196 e s.m.) – (**All. Alfa 2)** |  |

IL DIRETTORE GENERALE

Nella sua qualità di Legale Rappresentante dell’ASST Valle Olona, Titolare del trattamento dei dati,

Visto, in tema di responsabilità delle persone fisiche e giuridiche preposte dal Titolare al trattamento dei dati personali e delle categorie particolari di dati personali:

* il GDPR UE n. 679/2016, di seguito definito “GDPR”,
* il Decreto Legislativo 30 Giugno 2003, n. 196, “Codice della Privacy”, così come modificato dal D.Lgs. 101 del 10 agosto 2018, di seguito definito “Codice”;

Rilevato che:

* l’art. 28 del GDPR prevede che*i trattamenti da parte di un responsabile del trattamento sono disciplinati da un contratto e da altro atto giuridico a norma del diritto dell’Unione o degli Stati membri che vincoli il responsabile del trattamento al titolare del trattamento e che stipuli la materia disciplinata e la durata del trattamento, la natura e la finalità del trattamento, il tipo di dati personali e le categorie di interessati, gli obblighi e i diritti del titolare del trattamento;*
* l’art. 2 quaterdecies (Attribuzione di funzioni e compiti a soggetti designati) del Codice prevede altresì che:

*1. Il titolare o il responsabile del trattamento possono prevedere, sotto la propria responsabilità e nell’ambito del proprio assetto organizzativo, che specifici compiti e funzioni connessi al trattamento di dati personali siano attribuiti a persone fisiche, espressamente designate, che operano sotto la loro autorità.*

*2. Il titolare o il responsabile del trattamento individuano le modalità più opportune per autorizzare al trattamento dei dati personali le persone che operano sotto la propria autorità diretta.*

*Considerato che il compimento di tutti gli atti previsti per il trattamento dei dati personali, spettano in via esclusiva al Titolare del trattamento;*

**NOMINA**

ai sensi dell’art. 28 del GDPR la Società/l’Ente \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

con sede legale in \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

C.F. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_; P.IVA \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_,

**RESPONSABILE ESTERNO DEL TRATTAMENTO** dei dati, effettuato con strumenti elettronici o comunque automatizzati o con strumenti diversi, per quanto sia strettamente necessario alla corretta esecuzione dei servizi ed al rispetto degli obblighi pattuiti.

**AMBITO DI APPLICAZIONE**

Il Responsabile del trattamento esegue le operazioni di trattamento dei dati personali ad esso delegate in accordo alle istruzioni, generali e specifiche di seguito fornite dal Titolare.

Le tipologie di dati personali di cui l’ASST Valle Olona è Titolare e che sono sottoposte al trattamento da parte del Responsabile, le modalità e finalità del trattamento, nonché le categorie di persone interessate sono di seguito specificamente individuate:

|  |  |
| --- | --- |
| Tipologie di dati personali, come definiti all’art. 4 par. 1 del GDPR, oggetto del trattamento |  |
| Categorie di Interessati |  |
| Finalità del trattamento |  |
| Modalità del trattamento |  |

**PRINCIPI GENERALI DA OSSERVARE**

Ogni *trattamento* di dati personali e categorie particolari di dati personali (idonei a rivelare lo stato di salute, la vita sessuale, l'origine etnica etc.) deve avvenire, nel rispetto primario dei seguenti principi di ordine generale.

Ai sensi dell’art. 5 del Reg. UE n. 679/2016 (“GDPR”) che detta i “*Principi applicabili al trattamento di dati personali”,*per ciascun trattamento di propria competenza, il RESPONSABILE ESTERNO deve fare in modo che siano sempre rispettati i seguenti principi generali:

* **liceità,** vale a dire rispetto della norma e quindi, in materia di protezione dei dati personali, Codice della Privacy, GDPR e provvedimenti del Garante per la protezione dei dati personali. In generale poi va rispettato il Codice Civile, per cui le norme imperative e le norme sull’ordine pubblico ed il buon costume;
* **correttezza**, vale a dire rispetto delle esigenze reciproche, oltre allo stretto dato normativo;
* **trasparenza**, nel senso di assicurare la consapevolezza dell’interessato.

I dati devono essere raccolti solo per **scopi**:

* **determinati,** vale a dire che non è consentita la raccolta come attività fine a se stessa;
* **espliciti**, nel senso che il soggetto interessato va informato sulle finalità del trattamento;
* **legittimi**, cioè, oltre al trattamento, anche il fine della raccolta dei dati deve essere lecito. È tale se il trattamento è necessario nell’ambito di un contratto oppure per eseguire un compito nel pubblico interesse o per l’esercizio di pubblici poteri e la finalità del trattamento non è ragionevolmente conseguibile con altri mezzi;
* **compatibili** con il presupposto per il quale sono inizialmente trattati, specialmente nelle operazioni di comunicazione e diffusione degli stessi.

I dati devono, inoltre, essere:

* **esatti**, cioè, precisi e rispondenti al vero e, se necessario, **aggiornati**;
* **pertinenti**, ovvero, il trattamento è consentito soltanto per lo svolgimento delle funzioni istituzionali, in relazione all’attività che viene svolta;
* **completi,** nel senso di raccogliere le informazioni utili per contemplare specificamente il concreto interesse e diritto del soggetto interessato;
* **non eccedenti** in senso quantitativo rispetto allo scopo perseguito, ovvero devono essere raccolti solo i dati che siano al contempo strettamente necessari e sufficienti in relazione al fine, cioè la cui mancanza risulti di ostacolo al raggiungimento dello scopo stesso;
* **conservati** per un periodo non superiore a quello necessario agli scopi per i quali essi sono stati raccolti o successivamente trattati;
* **sicuri**, cioè deve essere garantita la sicurezza nel trattamento, compresa la protezione mediante misure tecniche e organizzative adeguate, atte a impedirne la conoscibilità da parte di terzi non autorizzati, la perdita, distruzione o danno accidentale **(integrità e riservatezza)**.

Ciascun RESPONSABILE ESTERNO deve, inoltre, essere a conoscenza del fatto che la violazione delle disposizioni in materia di trattamento dei dati **è punita dal** **Codice della Privacy quale** **illecito penale e sanzionata quale violazione amministrativa anche ai sensi del GDPR (art. 82)**.

**COMPITI SPECIFICI DEL RESPONSABILE ESTERNO**

Il RESPONSABILE ESTERNO del trattamento dei dati deve, in particolare:

* accettare la nomina di Responsabile del trattamento dei dati;
* trattare i dati personali nel rispetto dei principi generali di necessità, pertinenza e non eccedenza (=minimizzazione dati), in modo lecito e secondo correttezza, per scopi legittimi e determinati, assicurare l’esattezza e la completezza dei dati, conservare i dati in una forma che consenta l’identificazione dell’interessato per un periodo non superiore a quello occorrente alle finalità per le quali sono stati raccolti e trattati, provvedere, quando necessario alla loro rettifica e aggiornamento. Inoltre il RESPONSABILE ESTERNO dovrà adottare **misure tecniche** e **organizzative adeguate** al fine di garantire l’integrità e la riservatezza dei dati dal rischio di trattamenti illeciti, non autorizzati e dal rischio di perdita, distruzione o danno accidentale. A tal fine il RESPONSABILE ESTERNO deve garantire la capacità di ripristinare tempestivamente la disponibilità e l’accesso dei dati personali in caso di incidente fisico o tecnico;
* designare per iscritto, quali “Incaricati del trattamento”, i propri dipendenti e collaboratori che, nell’ambito del contratto trattano dati personali e particolari categorie di dati personali; fissando, per ognuno di loro, ambiti di responsabilità specifici e la tipologia dei trattamenti a cui sono stati autorizzati;
* comunicare l’elenco degli incaricati con i rispettivi ambiti di responsabilità e la tipologia dei trattamenti a cui sono stati autorizzati. Tale elenco dovrà essere costantemente aggiornato e trasmesso ogni anno all’ASST Valle Olona, unitamente alle eventuali variazioni che dovessero intervenire nel corso dell’anno;
* verificare attraverso controlli la liceità e la correttezza dei trattamenti effettuati dai propri incaricati;
* adottare tutte le misure minime di sicurezza in materia di protezione dei dati personali e quelle che verranno di volta in volta stabilite dal legislatore e da ogni provvedimento del Garante per la protezione dei dati, compresa la nomina, eventuale, degli Amministratori di Sistema;
* adottare ogni ulteriore idonea e preventiva misura di sicurezza finalizzata a ridurre al minimo i rischi di distruzione o perdita, anche accidentale, dei dati stessi e il rischio di accesso non autorizzato o di trattamento non consentito dei dati e dare evidenza della procedura adottata per testare, verificare e valutare regolarmente l’efficacia delle misure tecniche e organizzative previste per la sicurezza del trattamento;
* informare senza indebito ritardo l’ASST di essere venuto a conoscenza di una violazione della sicurezza che comporti la distruzione accidentale o illecita, la perdita, l’alterazione, la divulgazione o l’accesso non autorizzato ai dati personali trasmessi, archiviati o altrimenti trattati, fornendo almeno le informazioni che sarebbero richieste in base al GDPR Generale sulla Protezione dei Dati;
* adottare le istruzioni specifiche eventualmente ricevute per il trattamento dei dati personali o integrarle nelle procedure già in essere;
* prevedere la possibilità di pseudonimizzazione e cifratura dei dati personali;
* redigere e aggiornare periodicamente un documento di analisi dei rischi effettivi per la tipologia e natura dei dati trattati;
* curare e tenere a disposizione del Titolare e dell’Autorità di controllo il Registro dei trattamenti effettuati per conto del Titolare e il Registro delle violazioni dei dati;
* provvedere ai necessari interventi formativi dei propri Incaricati del trattamento dei dati personali e delle categorie particolari di dati personali per informarli del carattere di massima riservatezza di questi dati, delle misure disponibili per prevenire errori nel loro trattamento, della normativa per la tutela della privacy in rapporto alle rispettive attività e delle responsabilità che ne derivano;
* trasferire all’estero, in Paesi non appartenenti all'Unione Europea, ove sia essenziale, particolari categorie di dati personali di cui ne sia a conoscenza a motivo dei rapporti intercorrenti con l’ASST, solo con il consenso espresso in forma scritta degli interessati o, in assenza di tale consenso, previa comunicazione al Titolare o al Responsabile interno e previa autorizzazione del Garante se e quando dovuta.

**►**Nel caso in cui il Responsabile, nel trattamento dei dati, si avvalga di sub-fornitori o fosse in associazione con altre imprese, è tenuto a comunicare tempestivamente i riferimenti degli stessi al Titolare del trattamento per gli adempimenti” a norma dell’art. 28 del GDPR UE –paragrafi 2 e 4- e art.2 quaterdecies del Codice compilando la seguente tabella:

**Sub-appaltatori (Sub-responsabili) e Trasferimenti Internazionali**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Nome** | **Finalità** | **Sede** | **Se al di fuori dello SSE, base su cui il trasferimento è permesso**  | **Autorizzati (riservata all’ ASST Valle Olona previa verifica nominativi)** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

**►**L’Azienda aggiudicataria / Convenzionata impegna se stessa e tutti i propri dipendenti ad attenersi al vincolo della riservatezza e a non utilizzare, non divulgare, non rendere disponibili in alcun modo e/o a qualsiasi titolo a soggetti terzi che non siano stati prima espressamente autorizzati dall’ASST Valle Olona le informazioni su fatti e circostanze acquisite nell’espletamento del contratto.

**DURATA DEL TRATTAMENTO E DELLA NOMINA**

Il presente Atto produce i suoi effetti a partire dalla data di sottoscrizione delle Parti e rimarrà in vigore fino alla cessazione delle attività svolte dal Responsabile a favore del Titolare, indipendentemente dalla causa di detta cessazione.

Il Trattamento, fatto salvo ogni eventuale obbligo di legge e/o contenzioso, avrà una durata non superiore a quella necessaria al raggiungimento delle finalità per le quali i dati sono stati raccolti.

**ADEMPIMENTI PROPRI DEL RESPONSABILE ESTERNO**

* *N.B. campo destinato alla compilazione a seguito di confronto con la parte contraente, acquisite le dovute informazioni su quali siano le misure tecniche e organizzative che l’affidatario intende adottare in ragione dei rischi che il trattamento (processo) potrebbe far correre ai diritti e alle libertà delle persone fisiche nel contesto del contratto/convenzione affidato.* ***A tale fine deve essere compilato il modulo previsto dalla procedura per la valutazione dei rischi dell’ASST Valle Olona dedicato ai Responsabili esterni del trattamento*** *(*A1107\_P22\_Pd03\_MD02 Valutazione misure di sicurezza esterne)

Busto Arsizio, lì \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Per il Titolare del trattamento Il Responsabile del trattamento

IL DIRETTORE GENERALE per accettazione della nomina

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

 (timbro e firma leggibile)